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Microsoft 70-162: Practice Exam - ELEEHEE

QUESTION NO: 1

Your company network includes Microsoft Exchange Server 2007 and Forefront Protection for
Exchange Server (FPE) 2010 in a Windows Server 2008 environment. You discover unknown
malware (malicious software) that has infected some mailboxes. You view the FPE console. You
do not see a natification regarding the malware infection. You need to immediately scan specific
mailboxes. Which type of scan should you run?

A. On-Demand
B. Scheduled
C. Transport
D. Real time

Answer: A
Explanation:

QUESTION NO: 2

Your company network includes Microsoft Exchange Server 2010 and Forefront Protection for
Exchange Server (FPE) 2010 in a Windows Server 2008 environment. You need to enable spam
filtering in FPE by using the Forefront Management Shell. Which Forefront Management Shell
cmdlet should you use?

A. Set-FseSpamConnectionFilter
B. Set-FseSpamContentFilter

C. Set-FseSpampFiltering

D. Set-FseFilterList

Answer: C
Explanation:

QUESTION NO: 3

Your company network includes Microsoft Exchange Server 2007 and Forefront Protection for
Exchange (FPE) 2010 in a Windows Server 2008 environment. You use the FPE console to
monitor all antivirus and antimalware engines. You detect that a spam attack has occurred. You
analyze the following messages:
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Headaer

Type

Fst
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Peemived: from dmz=mail.local {192.168,.1.1) by corpe=
mail. hesg- sl
(192,168, 1.2) with Marosoft SMTP Server (TLS)
8.2.106.1; Mon, 3 Jan 2011
1331 58 +0300
Roceived: from EGYFOMF (131.107.0.1) by mail.corp.com
(192.1608.1.1)
with Microsoft SMTRF Sarver 1d 8.3.106.1; Mon, 3 Jan 2011
13:3L:36 +0300
Racwived! ffom 131.107.0.1 by mail.fi.ro; Mon, 3 Jan 2011
13135 50 +0300
Massage-1D: <00Dd0lcbab31§034dScelit400aBcbonnns
Ergarn: Bnan Cog {ht@tnl‘pi.mh
Raply=Tal " Bregn Cox " <hodpetrpl mis
To: cdifcorps. come
Subject: hi; Play the Hottest Mew Game of the Year!
Date: Monm, 3 Jen 2011 13:28: 50 40300
MIME =Varzion: 1.0
Contant-Type: rudipartirelated;
t?plﬂ'ﬂ'ﬂ]llﬂﬂfvﬂllﬂrﬂh!m‘i

bowsndarys®----
=_MextPart_000_ 0006 _DI1CRABRI1.034D5CED"
H=-Prionty: 3
H-MSMad-Pronity: Hormal
s=bbgler: Microsoft Outlook Express 6.00.2900.2180
¥=MomeOLE: Produced By Microsalft MimaOLE
w600, 2900, 2180

E%l: ved: from dmz-mal.local f192.188.1.1% bv corn-
-EU‘.E"?UE 1E0

Secand
e SE age

Racaived: from dmz-mal local (192, 168.1.17 by corp-
mail.lacal
{192.168.1.2) with Microsolt SMTP Server (TLS) id
B8.3.106.1; Men, 3 Jan 2011
13:31: 58 =0300
Racaived: from EGYFOME (131.107.002% by mad. corp.com
{192.168.1,1}
with Microsoft SMTP Server id 8.2.106,.1; Man, 3 Jan 2011
13231136 +0300
Racaned: frgm 131, 107.0.2 by mal. fu; Man, 3 Jan 2011
13:28: 50 +0300
Massage-10: <010401chbat315034d ScedfS32aBe0B@bonnne
Fram: sdgilbcorpd.rna=
Feply-To: cdgi@corpd.nizs
To: <dfi@Corp2.com>
Subject: hi, Flay tha Hottest Game of the ¥oar?
Datis: Mon, 3 Jan 2011 13:28:50 0200
MIME=\grsan: 1.0
Content-Type: multipart/related;
types"multipart/aligrmative”;

boundary=*----
=_MeutPart_DO0_D0ODE_01CBABZL. D34D5CED®
MH=-Proority: 3
H-MSMail-Priorty: Normal
H=pahar: Microfolt Outlook Expréds &.00.2000.2180
#=-MimaOLE: Produced By Microsoft MameOLE
Wi, 00, 25002 180

‘Received: from dmz-mail local (192,168,1.1) by corp-

V6.0, 2900, 2180 _

Third
MEssagn

Receved: from dmez-maillocal (192.168.1.1) by corp-
il o al

(192, 168.1.2) with Merosoft SMTP Server (TLS) id
8.2.108.1; Moan, 2 Jan 2011

13:31: 88 «0300

Received: from EGYFOMF (131, 107.0,3) by mail.comp.com
{192, 168.1.1)

with Mucrosoft SMTP Sarver id §.3.106,1; Mon, 3 Jan 2011
12310 36 +0300

Received: from 131.107,0.3 by mail.fi.ru; Mon, 3 Jan 2011
13: 28 50 +0300

Massage-10: <002d01lcbabl 1 §036aSceDiad90atcOfbonnm:
From: <rwiBcorps.ms

Raphr=Ta: rwdeorps, s

To: <difbcorpd. coms

Subject: hi, Play the New Hottest Gameg of the Year!
Date: Mon, 3 JahHERI/(WiaMAHEKU.com QQ:860

MIME-Yarsion: 1.0
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You need to create a filter that will prevent the occurrence of this type of email in the future. Which
type of filter should you use?

A. sender-domain
B. subject line

C. keyword

D. file

Answer: B
Explanation:

QUESTION NO: 4

Your network environment has Microsoft Exchange Server 2010 and Forefront Protection for
Exchange Server (FPE) 2010. The network configuration is shown in the following table.

Server name Role

s Microsoft Exchange Server 2010
s Edge Transport

s Exchange Server 2010
Servers ¢ Hub Transport
o Mailbox server

Serverl

You need to ensure that all emails sent from inside your domain to recipients within your domain
are scanned for malware (malicious software). What should you do?

A. Configure Inbound scanning on the Edge Transport server.
B. Configure Internal scanning on the Hub Transport server.
C. Configure Internal scanning on the Mailbox server.

D. Configure Inbound scanning on the Hub Transport server.

Answer: B
Explanation:

QUESTION NO: 5

Your company network environment has Microsoft Office SharePoint Server 2010 and Forefront
Protection 2010 for SharePoint (FPSP). You need to ensure that all documents uploaded or
downloaded through the portal are scanned. What should you do?
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A. Use the Forefront Management Shell.

B. Use the SharePoint portal.

C. Use the FPSP console.

D. Use the SharePoint central administration website.

Answer: D
Explanation:

QUESTION NO: 6

Your company network includes Microsoft Exchange Server 2007 and Forefront Protection for
Exchange Server (FPE) 2010 in a Windows Server 2008 environment. You use the FPE console
to monitor all antivirus and antimalware (anti-malicious software) engines. You detect that a spam
attack has occurred. You need to create a filter that identifies words repeated in the body of email
messages. Which type of filter should you use?

A. subject line

B. sender-domain
C. keyword

D. file

Answer: C
Explanation:

QUESTION NO: 7

Your network environment includes Microsoft Exchange Server 2010. You detect that a spam
attack has occurred. You need to prevent further spread of messages based on IP addresses
repeated in email headers. Which type of filter should you use?

A. file

B. connection

C. sender-domain
D. keyword

Answer: B
Explanation:
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